
User Terms and Acceptable Use 
 
 
These terms of service (the “Terms”) govern your access to and use of the CaseWare Cloud Ltd. 
(“we” or “our”) websites and services (the “Services”), so please carefully read them before 
using the Services. 

By using the Services you agree to be bound by these Terms. You may use the Services only 
in compliance with these Terms. You may use the Services only if you have the power to form a 
contract with CaseWare Cloud Ltd. and are not barred under any applicable laws from doing so.  

The Terms have been drawn up in the English language. In case of discrepancies between the 
English text version and any translation, the English version shall prevail. 

You are solely responsible for your conduct, the content of your files and folders, and your 
communications with others while using the Services. For example, it’s your responsibility to 
ensure that you have the rights or permission needed to comply with these Terms. 

We may choose to review public content for compliance with our community guidelines, but you 
acknowledge that CaseWare Cloud Ltd. has no obligation to monitor any information on the 
Services. We are not responsible for the accuracy, completeness, appropriateness, or legality of 
files, user posts, or any other information you may be able to access using the Services. 

Files and other content in the Services may be protected by intellectual property rights of others. 
Please do not copy, upload, download, or share files unless you have the right to do so. You, not 
CaseWare Cloud Ltd., will be fully responsible and liable for what you copy, share, upload, 
download or otherwise use while using the Services. You must not upload spyware or any other 
malicious software to the Service. 

You are responsible for safeguarding the password that you use to access the Services and you 
agree not to disclose your password to any third party. You are responsible for any activity using 
your account, whether or not you authorized that activity. You should immediately notify 
CaseWare Cloud Ltd. and your firm administrator of any unauthorized use of your account. You 
acknowledge that if you wish to protect your transmission of data or files to CaseWare Cloud 
Ltd., it is your responsibility to use a secure encrypted connection to communicate with the 
Services. 

You will not, and will not attempt to, misuse the Services, and will use the Services only in a 
manner consistent 

You agree not to misuse the CaseWare Cloud Ltd. services. For example, you must not, and must 
not attempt to, use the services to do the following things. 

• probe, scan, or test the vulnerability of any system or network; 
• breach or otherwise circumvent any security or authentication measures; 
• access, tamper with, or use non-public areas of the Service, shared areas of the Service 

you have not been invited to, CaseWare Cloud Ltd. (or our service providers’) computer 
systems; 



• interfere with or disrupt any user, host, or network, for example by sending a virus, 
overloading, flooding, spamming, or mail-bombing any part of the Services; 

• plant malware or otherwise use the Services to distribute malware; 
• access or search the Services by any means other than our publicly supported interfaces 

(for example, “scraping”); 
• send unsolicited communications, promotions or advertisements, or spam; 
• send altered, deceptive or false source-identifying information, including “spoofing” or 

“phishing”; 
• publish anything that is fraudulent, misleading, or infringes another's rights; 
• promote or advertise products or services other than your own without appropriate 

authorization; 
• impersonate or misrepresent your affiliation with any person or entity; 
• publish or share materials that are unlawfully pornographic or indecent, or that advocate 

bigotry, religious, racial or ethnic hatred; 
• violate the law in any way, or to violate the privacy of others, or to defame others. 

 

 


